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*Updated as of 5th August 2024

Time Programme

0930 – 1100 hrs

Forum 1: Building Trust in Malaysia’s Digital Journey
by CyberSecurity Malaysia

Key Discussion Points:
The importance of Digital Trust for businesses and Malaysia’s economic 
growth.
Strategies to address public concerns over data privacy and security.
Collaboration between government and businesses to build trustworthy 
digital initiatives.
 
Moderator:
Dato’ Dan E Khoo
CEO, World Innovation, Technology & Services Alliance (WITSA)

Panel 1:
Wan Roshaimi Wan Abdullah
CTO, CyberSecurity Malaysia

Panel 2:
Karthik Ramanathan
Senior VP, Cyber & Intelligence (C&I) Solutions, Asia Pacific Mastercard

Panel 3:
Eric Foo
PIKOM Councillor and Deputy Chair, PIKOM Cybersecurity Chapter

Panel 4:
Murugason R. Thangaratnam
CEO & Co-Founder, Novem CS Sdn Bhd

Open to All

1100 – 1130 hrs.

Comprehensive Approach on Cyber Resilience
by CTM360

Mirza Asrar Baig 
Chief Executive Officer

Open to All

1140 – 1210 hrs.

Building Cyber Resilience into Critical Infrastructure
By SPLUNK

Robert Pizzari
GVP, Strategic Advisor APAC

Open to All

1210 – 1235 hrs.

Spying on Mobile: Preventing the rise of interception
and espionage in ASEAN
By BLACKBERRY

David Wiseman
Vice President of Secure Communications

Open to All

6th AUGUST 2024, TUESDAY (DAY 1)

 CYBER STAGE, HALL 7
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6th AUGUST 2024, TUESDAY (DAY 1)

Time Programme
1130 – 1300 hrs. Adaptive Security Measures for Emerging Technologies Dialog Session 

by CyberSecurity Malaysia
By Invitation 
Only

 MEZZANINE 7 – Closed Door Session

Time Programme
1030 – 1430 hrs. 3rd ASEAN Cyber Defence Network (ACDN) Meeting

The upcoming ASEAN Cyber Defence Network (ACDN) Meeting, hosted alongside CyberDSA 
2024, will prioritize discussions on the ACDN Portal and the creation of a ten-year roadmap. 
These initiatives are crucial for shaping future cyber defence strategies and fostering a unified 
approach across ASEAN nations. By organizing this significant event, CyberDSA establishes 
a notable standard for regional international conferences, highlighting Malaysia’s pivotal 
leadership in advancing cyber defence cooperation within ASEAN.

Agenda:
•	 ASEAN Threat Landscape (CTIC) 
•	 ACDN Portal Update 
•	 ACDN Roadmap

By Invitation 
Only

1530 – 1630 hrs. ADMM-Plus Experts’ Working Group on Cyber Security Handover Ceremony

ASEAN Cyber Leader Meet up

Agenda:
•	 Handing Over Ceremony ADMM PLUS Expert Working Group Cyber Security 
•	 Networking Session

By Invitation 
Only

 HALL 8A – Closed Door Session

Time Programme
2000 – 2200 hrs. Malaysia Cyber Security Awards & Gala Dinner

Hosted By: 
•	 CyberDSA2024
•	 CyberSecurity Malaysia
•	 Defence Cyber & Electromagnetic Division

By Invitation 
Only

Time Programme
1000 – 1130 hrs MAJLIS PELUNCURAN 

Micro-Credentials Keselamatan Siber & Privasi
By CyberSecurity Malaysia

By Invitation 
Only

 BALLROOM, LEVEL 3

 DOMAIN ARENA, HALL 6 – Closed Door Session
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Time Programme

1005 – 1035 hrs.

Strengthen Data Security Framework in the Era of AI
By FORCEPOINT

Terrence Tan
Security Consultant, SEA, Malaysia

Open to All

1040 – 1110 hrs.

Data Sanitization: The Fundamentals of Secure Data Destruction
By BLANCCO

Calvin Ng
Regional Manager, Malaysia and Indonesia

Open to All

1115 – 1145 hrs.

Advanced Analysis-Based Security Operations Automation under Zero 
Trust Environment
By QUADMINERS

Felix Kim
Chief Technology Officer

Open to All

1150 - 1225 hrs.

GRC in the Era of AI and Automation
By Cyber Heals

Dr Mohamed Ibrahim
Co-Founder & CEO

Open to All

1230 – 1300 hrs.

Unlocking Cyber Resilience: How Deep Observability Empowers Zero 
Trust and Defends Against Ransomware
By GIGAMON

Vladimir Yordanov 
Senior Director of Solution Engineering, Asia Pacific and Japan

Open to All

1430 – 1500 hrs.

Security Made Easy: Reimagining the “Next-Gen SIEM”
By EXABEAM

Leonardo Hutabarat, 
APJ Director of Solutions Engineering

Open to All

1505 – 1535 hrs.

Belt and Road Initiative - Digital Infrastructure Opportunities and 
Challenges
By China Silk Road Group

Dr. Yan Lijin
Chairman

Open to All

1535 – 1605 hrs.

Evolving your Security Operations Centre (SOC) with Generative AI, 
Machine Learning and Automation
By SENTINEL ONE

Wayne Phillips
Field Chief Technology Officer, Asia-Pacific & Japan

Open to All

7th AUGUST 2024, WEDNESDAY (DAY 2)

 CYBER STAGE, HALL 7
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7th AUGUST 2024, WEDNESDAY (DAY 2)

Time Programme

1000 – 1300 hrs.

Empower Your Workforce to Make Smarter Security Decisions.
By KnowBe4

Murugason R. Thangaratnam
Co-Founder & CEO 
Novem CS

Ruth Protpakorn, PhD 
Director of North South Asia Enterprise Sales
KnowBe4

By Invitation Only

 MEZZANINE 6  – Closed Door Session 

Time Programme

1000 – 1700 hrs.

UBUNTU Asia Conference (UBUCON)
By Defence Cyber & Electromagnetic Division (DCED)
Malaysia Armed Forces

•	 UBUNTU OS Update 12.42
•	 UBUNTU for TESLA
•	 UBUNTU Hacking Tools

By Invitation 
Only

 MEZZANINE 7 – Closed Door Session 

Time Programme

1000 – 1700 hrs.

Military, Law Enforcement, Intelligence & Security Agency (MEISAC) Conference

This conference will bring together top professionals and experts to discuss the challenges 
posed by advancements in AI, illicit arms trade, cyber warfare, and the sophisticated tactics 
used by adversaries. Attendees will gain insights into the latest methods for detecting 
deepfakes, countering disinformation, and conducting cyber forensics in the age of generative 
AI. By examining real-world case studies and exploring advanced tradecraft, participants will 
be better equipped to enhance their strategies and operational effectiveness in safeguarding 
national security

By Invitation 
Only

 HALL 8A – Closed Door Session
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Time Programme

 0900 – 1030 hrs

Official Opening Ceremony of Siber Siaga 
Forum 2: 
By Defence Cyber & Electromagnetic Division

Session 1
Securing The Quantum Future: Technology, Military and Regional Stability

Moderator: Prof. Adam Leong Kok Wey 
Director Centre for Defence and International Security Studies 
National Defence University

Panel 1: Major General Teerawut Wittayakorn
Deputy Secretary General NCSA
National Cyber Security Agency, Thailand

Panel 2: Ms. Munira Mustaffa
Executive Director Chasseur Group
Fellow at New Lines Institute for Strategy and Policy, Washington

Panel 3: Ts. Izzat Aziz
Chief Technology Officer
Permodalan Nasional Berhad

Open to All

Session 2
Contract Signing 
Perolehan Network Convergence (Nwc) Sewaan Talian Ipvpn Untuk Amss Dan C3i Atm

By Invitation 
Only

 BALLROOM, LEVEL 3 

Time Programme

0930 – 1130 hrs.
CyberSecurity Malaysia MOU/MoA Exchange 
By CyberSecurity Malaysia By Invitation 

Only

1430 – 1600 hrs.
ISCB Client Appreciation Ceremony
By CyberSecurity Malaysia By Invitation 

Only

 DOMAIN ARENA, HALL 6 – Closed Door Session

7th AUGUST 2024, WEDNESDAY (DAY 2)
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Time Programme

0830 – 1030 hrs

Forum 3: Cyber Insurance: To Insure or Not to Insure?
By CyberSecurity Malaysia

Key Points of Interest:

1. Risk Assessment: Panelists will explore the intricacies of assessing cyber 
risks tailored to individual businesses, shedding light on the factors that 
influence the decision to purchase cyber insurance.

2. Coverage and Limitations: Delve into the specifics of cyber insurance 
policies, including what they cover, what they exclude, and the potential 
gaps that businesses may overlook.

3. Cost-Benefit Analysis: Through real-world examples and case studies, the 
panel will analyze the cost-effectiveness of cyber insurance, weighing its 
benefits against the premiums and potential financial losses from cyber-
attacks.

Moderator:
Dr. Kavitha Muthy
Chief Strategy Officer, Intellize Tech Services

Panel 1:
Aishah Farha Mohd Raih
CISO, Permodalan Nasional Berhad

Panel 2:
Devakumaran Palnisamy
Senior VP, Marsh Insurance Broker (M) Sdn Bhd

Panel 3:
Suresh Sankaran Srinivasan
Group Head of Cyber Security, Axiata Group Berhad

Panel 4:
Ts. Dr. Ismamuradi Abdul Kadir
CISO, Bank Muamalat Malaysia Berhad

Open to All

1100 – 1130 hrs.

The Anatomy of a Cyber Attack: Analysing Initial Attack Vectors in 
Recent Southeast Asian Cyber Incidents
By CLOUDSEK

Koushik Sivaraman
Global Head of Security Consulting

Open to All

1140 – 1210 hrs.

AI/ML in Cybersecurity: How Far Does It Impact the Overall 
Cybersecurity Practice?
By TM ONE
 
Dr. Saiyid Abdallah Syahir Al-Edrus
General Manager, Cybersecurity TM One

Open to All

1400 – 1430 hrs.

Defining An XDR Strategy - What Does It Mean to Your Organization?
By EXTRAHOP

Daniel Chu 
Vice President of Systems Engineering, Asia Pacific & Japan

Open to All

1440 – 1510 hrs.

Multi-dimensional Threats to National Security from AI
By Eworldwide Group

Prof. Salma Abbasi, PhD, FRGS, FCMI
Chairperson & CEO

Open to All

8th AUGUST 2024, THURSDAY (DAY 3)

 CYBER STAGE, HALL 7
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Time Programme
1130 – 1230 hrs. CIO Roundtable Discussion -The Future of Threat Intelligence By Invitation 

Only

 MEZZANINE 7 – Closed Door Session 

Time Programme
1000 – 1700 hrs. Military, Law Enforcement, Intelligence & Security Agency (MEISAC) Conference

This conference will bring together top professionals and experts to discuss the challenges 
posed by advancements in AI, illicit arms trade, cyber warfare, and the sophisticated tactics 
used by adversaries. Attendees will gain insights into the latest methods for detecting 
deepfakes, countering disinformation, and conducting cyber forensics in the age of generative 
AI. By examining real-world case studies and exploring advanced tradecraft, participants will 
be better equipped to enhance their strategies and operational effectiveness in safeguarding 
national security

By Invitation 
Only

 HALL 8A – Closed Door Session  

8th AUGUST 2024, THURSDAY (DAY 3)


